We see an increasing number of SSH attacks. Measurements show that a typical NREN enables for more than 1000 attacks per day. While few of these are successful (i.e. end in a compromise), the ones that do succeed can cause severe damage in a plethora of different ways.

SSH Cure is able to analyze large amount of flow data and show what is really going on in the network, alerting administrators in real time.

Adoption and deployments:
- Scalable, deployed in NREN with up to 13 backbone links
- Privacy preserving
- No performance impact on the network level
- Accurate detection for different phases within an attack
- Easily deployed as an NfSen plugin

Get SSH Cure at http://sshcure.sf.net